SERVICE GUIDE

Endpoint Security Solutions
Protection for Any Device

OVERVIEW
Enterprises support a wide range of endpoint devices including PCs, tablets and mobile phones that are both corporate and employee-owned. Securing these devices can be incredibly difficult as they can be the target of malicious attacks and are also susceptible to unintentional information sharing, misuse and user error. We help you identify your endpoint security gaps and find the right combination of services and technologies to remediate those vulnerabilities.

TECHNOLOGY CONSULTING SERVICES
We help you assess your current infrastructure, plan for a technology purchase, determine your readiness for implementation and much more with our consulting offerings.

- Technology Assessment
- Managed Services

Our Team
ABOUT
- 140+ Endpoint Security Projects in 2018
- 90+ Endpoint Technology Certifications
- 20+ Consultants Dedicated to Endpoint Security

TECHNOLOGIES SUPPORTED
- Endpoint Suite
- Advanced Malware
- App Control
- Asset Management
- Encryption
- Host IPS
- Vulnerability Management

TECHNOLOGY CONSULTING SERVICES
- Integration
- Upgrade
- Health Check

PLAN
- Identification and Selection
- Proof of Concept
- Design
- Resale

RUN
- Quick Start
- Implementation
- Migration

BUILD
TECHNOLOGY ASSESSMENT

Goal
Validate technology decisions and help discover the best fit for the organization.

Overview
Workshop between a technology expert and key security stakeholders to understand technology needs and requirements. Whether to confirm the validity of a single-point product or differentiate between competing solutions, we evaluate each technology in a thorough, methodical and unbiased manner.

Types of Assessments Offered
- Endpoint Suites
- Advanced Malware Detection and Prevention
- Application Control
- Encryption

<table>
<thead>
<tr>
<th>Approach</th>
<th>Timeframe</th>
<th>Deliverables</th>
</tr>
</thead>
<tbody>
<tr>
<td>Planning</td>
<td>Depends on technical requirements</td>
<td>Report detailing requirements, test procedures and a scorecard comparing each product evaluated against the requirements set.</td>
</tr>
<tr>
<td>Discovery</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Analysis, Scoring and Validation</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Recommendations</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Plan for Next Steps</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

MANAGED SECURITY SERVICES

Goal
Our Managed Security Services are designed to serve as a remote extension of your security staff. Our experienced security professionals provide the essential knowledge and security procedures your organization needs to effectively monitor the health and security of your environment and quickly identify, analyze and respond to potential security threats.

Type of MSS Offerings
- Authorized Support
- Endpoint Management
- Managed Endpoint Detection and Response (MEDR)

Who secures your insecurity?

Optiv is a security solutions integrator – a “one-stop” trusted partner with a singular focus on cybersecurity. Our end-to-end cybersecurity capabilities span risk management and transformation, cyber digital transformation, threat management, cyber operations, identity and data management, and integration and innovation, helping organizations realize stronger, simpler and more cost-efficient cybersecurity programs that support business requirements and outcomes. At Optiv, we are leading a completely new approach to cybersecurity that enables clients to innovate their consumption models, integrate infrastructure and technology to maximize value, achieve measurable outcomes, and realize complete solutions and business alignment. For more information about Optiv, please visit us at www.optiv.com.
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